
Privacy Policy – Relate App 

Last updated: May 2, 2025 

This Privacy Policy outlines how the Relate App ("we", "our", or "us") handles user data. This 
policy applies specifically to internal testing versions of the application. 

 

1. Information We Collect 

The app may request access to your device's Camera. This is used for core features such as 
scanning QR codes or capturing payment information. No images or video are stored or 
transmitted unless explicitly required by the app's functionality and approved by the user. 

 

2. How We Use the Information 

We use camera access only to support app functionality, such as QR code scanning during 
payment processes. The app does not share, sell, or transmit any personal or sensitive data to 
third parties. 

 

3. Data Security 

We take reasonable precautions to protect any data processed during app use. No camera data 
is permanently stored unless clearly required and disclosed to the user during use. All 
communication is encrypted when applicable. 

 

4. User Consent 

By using the Relate App during internal testing, you consent to the use of your device's camera 
for the described purposes. You may revoke this permission anytime via your device settings. 

 

5. Contact Us 

If you have any questions or concerns about this privacy policy, please contact us at: 

📧 support@relate-network.com 



 

This privacy policy is intended solely for internal testing and evaluation. It does not represent a 
final or public-facing policy. 
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